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 Scams Don’t End – Stay Diligent
Unfortunately, the scammers continue to prey on our increased fear level and anxiety with COVID-19.
From the Federal Trade Commission to Medicare, the alerts are frequent and intense.  Be sure to sign up to get your free alerts or to file a complaint, go to http://www.ftc.gov/complaint or call 202-322-2222 Customer Service as well as Medicare.gov/fraud.  Ongoing FTC updates are available at consumer.ftc.gov.
Let’s look at some recent ones – Medicare, IRS, and “heightened”  concerns.
IRS calling about your stimulus money:  IRS won’t be calling you.  Period.  If you haven’t received your stimulus check, you can call the IRS but they won’t initiate the call to you.  Scammers pretending to be from the government can rig up the caller ID to ‘look like the call is coming from the government.”  Wow, that can really be frightening. But remember, the IRS will contact you by US mail.  Any call-unless you initiated the original call – is a scam.  If in doubt, don’t ever answer the call but call the IRS and ask.  800-919-9835
Medicare.gov:  Scammers may use the COVID-19 pandemic as an opportunity to steal your identify and commit Medicare fraud too.  In some cases, they may tell you they’ll send a Coronavirus test, masks or other items in exchange for your Medicare number or personal information.  Never give your Medicare to anyone but a trusted healthcare provider.  Be diligent and check your Medicare Summary Notice (you may also call it your explanation of benefits) for any errors or services you did not receive.  Visit Medicare.gov/fraud to report suspected fraud.
Random calls & emails:  With the limited personal contact thru the pandemic, there has been more no-contact communication -especially thru avenues like zoom, etc.  As excellent as this is, it may have exposed your computer/phone/ipad to more risk of exposure.  Be careful to never click on any attachment, any ‘click here’ or implied threats- “I can see you so click here to pay me or I will expose all your personal information.’  Delete and file a complaint.  Random calls essentially do the same thing-‘unknown company’ calls threatening to ruin your credit with a delinquent bill.  “Just call them to clarify and if you don’t, your credit rating will be permanently damaged. “  Never return these calls. 
Remember:  If you feel threatened or you accidently gave information that could be used to steal your identify, act rapidly.  However, remember the golden rule that will help reduce the risk:

Never answer a number you do not know. They can leave a message if it is important.


Never give any personal information. Ever.
Continue to stay vigilant thru these difficult times while you protect your personal information and avoid identify theft.

UPDATE:  The Nov 7th – “Medicare 101, Social Security Benefits and Assistance for Senior Boot Camp”-  has been delayed until the first quarter of 2021.  Our community outreach education will resume when it is safe for all of us.  See you in 2021.  
All historic articles and training material are available on the Patient Financial Navigator Foundation’s webpage: PFNFinc.com.   The Foundation is an Idaho-based, Family Foundation formed in 2017.  208 423 9036 for more information. (Do you have a topic for Healthcare Buzz?  Send it to daylee1@mindspring.com.  Thanks!)
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